Modelling the cyber gap
Insurance alone is not enough

Cyber-risk has become one of the most significant topics in boardrooms around the world. The threat is indeed, very real. Consequently, in a very short time cyber insurance and cyber-risk management have become important new insurance industry offerings, especially in Lloyd’s.

We at Novae Group believe that insurance alone cannot entirely manage cyber-risk. Much more needs to be done to understand the risk environment and halt the potential damage to organisations that this new threat can inflict. Our approach must be holistic. The dangers posed by cyber-attackers must be answered through new collaborations to educate stakeholders, evaluate risk, test compliance, monitor the ever-changing threat environment, prepare and implement best in class crisis management plans in response to cyber-threats.

To that end, Novae Group has partnered with the University of Oxford’s Department of Computer Science and Said Business School to conduct ongoing research. The initial product of this work probes the effectiveness of our current defences against cyber-attacks, and the standards set by international bodies which businesses use to measure the sufficiency of their cyber security efforts. This document summarises the findings of Oxford’s research. You will find the complete report on Novae Group’s website. If you would like to discuss the findings, please get in touch with me.
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Chief Innovation Officer and Head of Cyber,
Novae Group
DTrueman@novae.com
21 February 2017

Harm arising from cyber-attacks is on the rise. Organisations must be able to show that they are aiming to reduce cyber-risk, and typically do so by working towards being compliant with one or more of many established sets of standards, such as ISO/ IEC 27000. However, such standards are often not backed up by objective, empirical research, and therefore cannot be shown to have quantifiable benefits. This shortfall weakens the value of compliance to risk control standards, because a compliant organisation may not be protected from cyber-harm.

Businesses, particularly SMEs are not well prepared for data/software damage, which lead to large exposure following data incidents.
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$1.7 trillion

Data loss and downtime cost enterprises $1.7 trillion around the globe in 2014(1)

4x

In the UK, data loss grew by 4 times between 2012 and 2014

78%

78% of UK organisations are still not fully confident in their ability to recover after a disruption

40%

SMEs are more vulnerable to data/software loss
• 40% of SMEs don’t back up their data at all and 60% of business data is held on PC and does not get regularly backed up
• 40-50% of those backups are not fully recoverable(2)

51%

Business trends, such as mobile, big data and hybrid cloud create new challenges for data protection
• 51% of organisations lack a disaster recovery plan for emerging workloads
• Just 6% have plans for big data, hybrid cloud and mobile(3)
This research examines the relative effectiveness of cyber-risk controls, and the real value of compliance to cyber-risk control standards. Are cyber controls effective? Do they reduce cyber-risk, so less harm will be done to an organisation that suffers an attack? If so, by how much? This study has considered these questions through four lenses:

1. What controls do organisations typically need to protect themselves, given their assets and attack surface (the sum of the points where an attacker can try to enter or extract data from a software environment)? How should risk controls be deployed to achieve protection?

2. If the controls are the most appropriate ones, how well do they protect a given organisation, if optimally deployed?

3. What are the current threats, based on hackers' evolving abilities, and what harm do they actually cause, despite controls which meet industry best-practice?

4. What is the broader perspective of organisational cyber-harm (the set of detrimental impacts resulting from cyber-attacks), both inside and outside the organisation?

Through these lenses, this research proposes a model that reveals the effectiveness of various risk controls and responses by considering and comparing their relative benefits. It is essential that the entire exercise is conducted in a full organisational context for each application of the model. Analysis with the model allows improved management decision-making and better-designed insurance products. By relating risk controls to assets and value-at-risk (VaR), the model has a double benefit. It sheds light on the potential harm that could be inflicted by successful cyber-attacks, and it can be used to assess the preventative benefits of compliance to security standards and frameworks.

Source: University of Oxford Department of Computer Science
Assets and attack surfaces

An asset is ‘anything of value to the organisation’. It can be physical (such as electronic equipment, buildings, cash, chairs), information or systems (data, financial information, software), people (employees, suppliers, customers), routines (like a sales programme or an R&D programme), or enterprise (including reputation, culture, patents, profitability). Importantly, the research shows that assets can be located on ‘dimension’ scales. These include:

- Connected to Isolated
- Digital to Analogue/Non-Electronic
- Human to Non-Human
- Intelligent to Unintelligent
- Portable to Fixed
- Novel to Established
- Persistent to Transient
- Physical to Non-Physical
- System to Component
- Tacit to Explicit

For use in the model, assets must be rated along these and other dimensions, for example on a scale of one to three. The dimensions are important to consider because they can provide some insight into how likely an asset is to be successfully attacked. While most organisations have a good understanding of the value of most of their assets, the VaR and specifically the cyber-VaR are very poorly understood. This makes proper assessment of the worth of investments in risk mitigation, and thus risk transfer mechanisms such as insurance, very difficult. Understanding of the risk transfer solution is weak as a result, creating the urgent need for a process that provides clear organisational understanding of cyber-VaR and the effectiveness of risk controls.

![Diagram of assets and attack surfaces]
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Controls and protection

A control is a security mechanism put in place to reduce an asset’s attack surface and protect it from harm. Its purpose is either to reduce the likelihood of a successful attack by completely avoiding a risk, or diminish it by reducing or removing the attack surface (including by making it more difficult to attack), or both. Controls typically comprise multiple sub-controls. Such measures protect the VaR contained in assets, and therefore prevent harm.

Risk mitigation through the implementation of controls is essential. Controls include impact mitigation, which is the ultimate goal of controls. Adoption of the numerous security controls available is supported by control standards, each of which provides a unique approach, and guidance on usage. These controls are derived from their creators’ understanding of the threat environment, and current technologies used by organisations.

Each control seeks to protect an asset or a set of interconnected assets of a particular class (physical, information, etc). Often multiple controls protect single assets; often they are layered and interdependent. Some have inherent design vulnerabilities, others are poorly implemented. Little empirical data on their effectiveness has been compiled, so a gap exists in our knowledge of exactly which controls are most effective at protecting against attacks. This means decisions regarding the implementation of controls are not based on facts about the true performance of controls. This problem is exacerbated by the interdependencies of controls.

Interdependence of controls

Cyber-risk controls must work together to ensure that they do not conflict with each other, and allow for layers of security and defence-in-depth. The research found that sub-controls – the components of individual controls – sometimes provide essential small steps towards the bigger aim of the implementation of a control, and therefore imply an implementation sequence. Less often, sub-controls are independent of each other.

Controls themselves sometimes rely on other controls. Some are high-priority controls, which many others rely upon. Therefore, the extent to which an organisation is effectively protected from risks is dependent on the system of controls. Inadequacies in basic controls (such as maintaining an inventory of authorised devices) could impact an organisation’s ability to implement more complex controls properly. An ineffective control may leave a higher residual risk, which dependent controls also carry. Propagation of risk in this way can be dramatic.

Source: University of Oxford Department of Computer Science
Attackers

The threat actor – the hacker – selects and controls the attack. They have intent, for example to steal, sabotage, or simply gain access and persist. The effectiveness of a risk control is variable in relation to the attacker faced.

Some risk controls are intended to prevent an attack by removing the attack surface, although it is not always easy or even possible to know that all attack surface has been removed. Many organisations rely on testing to provide confidence that it has, but the question of knowing whether testing has been sufficient remains unsolved. Risk controls, like firewalls, seek to remove the likelihood that a threat can reach an exploitable attack surface. However, it must catch all possible attacks that are aimed at an exploitable attack surface, and it is a great challenge to anticipate all types of attacks. A practical solution might be to develop a measure of likelihood of an attack's success. However, limited data exists to underpin the assignment of probability. It can only be estimated to present a range of possible outcomes based on a scenario.

Alternatively, risk controls may seek to detect and limit attacks. Such measures are essential to organisations that face a large or frequent threat, and a substantial risk. The effectiveness of controls can be measured by their ability to detect threats quickly enough to allow time for a response which can limit the harm. Such controls vary in effectiveness given the nature of the threat faced. It may be possible to measure and then predict more accurately the degree of harm exposure for a given threat capability, independent of the attacker's intent.

Unfortunately attackers pose a creative threat capable of reason and innovation, which can seek to adapt to take account of risk controls. Our model hypothesises about the relationships between risk controls on the one hand, and assets, cyber-VaR, and cyber-harm on the other. It allows analysis of areas where value and harm are unaddressed by current controls. It is based on three analytical requirements:

1. Identify and predict where value and harm are unaddressed by controls and responses. A key aim is to identify where controls do not mitigate harm and protect VaR.
2. Elucidate and refine understanding of residual risk within systems after deployment of controls.
3. Identify data on (specific asset types at risk, and the effectiveness and inter-reliability of controls) urgently needed to quantify and refine understanding of the real risk from cyber-attacks, and the impact of adopting certain risk controls or responses.

The model has three levels: the asset level, the harm level, and the cyber-VaR level. Based on the data input, it reasons within and between the model levels. Finally, the effectiveness of controls is tested against the model's findings, based on an analysis of the three levels. Comprehensive details of the model can be found in the full report.

Relative effectiveness of risk controls and the value of compliance

Control interdependency is considered by some security experts, but the concept remains in its infancy. Further, control selection is often not driven by effectiveness, but by regulation, legislation, or threat trends. This highlights a potential disconnect in the controls selected by companies. The model is the first step in determining the effectiveness of controls, but more research is necessary.

The initial model in detail
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